



(Localtown Neighbourhood House) 
Fraud Prevention and Response Policy
Document Control
Policy Title:	Fraud Prevention and Response
Version Number:	
Date Ratified:		Review Date:	
Relevant standards, legislation and other documents:	Localtown Neighbourhood House (LNH) Constitution	Australian Charities and Not for Profits Commission (ACNC) requirements	Australian Tax Officer (ATO) requirements	Australian Accounting Standards Board (AASB) requirements	
Definitions: (define key terms)
Fraud	A form of dishonesty where someone acts in a dishonest way so that they receive a benefit or someone else experiences a loss. Fraud is not only financial. People can commit fraud in a variety of ways, including by: making false representations, abusing their position, failing to disclose information, and using other forms of deception such as fake expense claims, claiming for work hours not worked, failing to report leave, as well as the theft of property from an organisation.
Internal fraud	Committed by someone within or connected to the organisation
External fraud	Committed by someone with no connection to the	organisation at all.

Policy Description
LNH committee is committed to minimizing the risk of fraud in all aspects of the organisation’s operations. In the event that LNH becomes a victim of fraud, the committee will identify and respond to it promptly and effectively. 
Policy Rationale
Fraud could cause both financial and reputational damage to LNH. It could also have a serious negative impact on LNH staff, volunteers, committee members and participants. The committee will ensure that the organisational culture, channels of communication and all policies and procedures are strong and effective enough to prevent fraud where possible and adequately support those dealing with fraud should it happen.
Procedures
Financial Procedures
Create a chain of responsibility where possible. For example, the finance officer may initiate a transaction that is then approved by another person prior to completion.
Keep proper financial records for receiving and using all funds and records of decisions as they are made (for example, minutes of meetings or email threads), and store them securely. Transaction records should be detailed enough so that someone can check that funds have been spent as intended. 
New providers should be entered into the system to allow payments and the details of the new provider should be seen by the second transaction authority.
The finance officer will regularly check the bank statements to ensure all funds expected to be banked are actually received in the LNH bank account. The accounts will be reviewed by the finance officer and the manager. 
The auditor will also review all transactions and report to the board. 
The finance officer will reconcile supplier statements, invoices and creditor balances to check that invoices match payments
The finance officer will regularly change the internet banking password and limit the number of people who have access to it.
The finance officer will keep a record of which staff or volunteers can access the accounts, including their level of access to the accounting system, and put in place a system to independently check transactions.
The committee will establish a system where only certain people can approve orders or payments which exceed a particular amount of money. You can do random checks on spending below this amount.
There must be at least two signatories for most bank account activity, including new debit/credit cards and online banking. Deposits can be made by anyone into the organisation’s bank account. Debit/credit cards can also be used by an authorised person however the balance in the card needs to be authorised, and topped up, by two people.
The finance officer will regularly review and spot check payroll records for any paid staff.
Bank account information should be provided to the second signatory so they can check that the accounts used in transactions match those on the actual invoices.
Payroll information should be provided to the second signatory and a bank transaction record should be sent for approval at the time the payroll transactions are to be processed. 
Fraud response procedures
Fraud prevention awareness information/training is included in annual staff planning days and professional development opportunities
If anyone suspects that fraud has been committed by someone within or outside the organisation they should confidentially report their suspicions immediately to the manager or if the manager is under suspicion to the chair person or other nominated committee member. If the manager suspects a staff member, volunteer or participant they should report the incident to the relevant committee member.
The committee in consultation with the manager, if appropriate, must investigate the allegation as soon as possible and report the fraud to bank and police as necessary. 
The investigation of fraud may include checking financial, staff leave and time sheet or other organisational records. The investigation may also include interviewing the alleged perpetrator. The nature and size of the alleged fraud should guide whether an interview should take place. If large, serious, fraud is detected it is probably better to seek either legal advice or police intervention prior to warning the alleged perpetrator that they are under suspicion. 
The alleged perpetrator will be given the chance to respond to allegations.
Related Organisational Policies and Procedures:
Delegation of Authority Policy
Financial Management Policy
Credit card policy
Petty Cash policy
Responsibilities
Committee of Governance:
The committee members are responsible for the impact caused by the fraudulent actions of someone within the organisation. 
The committee will establish and maintain a Finance and Risk Management (FARM) sub committee comprising the Treasurer and the Manager and one other committee member. The FARM sub committee will regularly review the procedures, processes and practices of the organisation.
The committee will be guided by the external auditor in making changes to existing practices or adding new ones.
Manager:
Authorise financial transactions with the Financial Officer
Review the accounts with the Financial Officer
Review payroll information with the Finance Officer
Investigate allegations of fraud and report to the committee, bank and police as necessary.
Finance Officer:
Review accounts and pay roll information with the manager
The Financial Officer should be constantly vigilant in monitoring for fraudulent activity.
The Financial Officer is responsible for advising both the Manager and the board if any suspicious activity takes place.
All Staff and Volunteers:
To report suspicions of fraud immediately to the manager or if the manager is under suspicion to the chair person or other nominated committee member.
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